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Figure 9: The Software Engineering Standard Model (informal diagram). Vertices marked with  is an opportunity to incorporate information security into the SDLC. Dashed directed edges are test plans unless noted otherwise.
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